
To gain access from outside (from home, hotel, or another office) to the enterprise's local network
located behind SafeUTM, you can connect via VPN from this machine (computer or mobile device)
to the SafeUTM server.

For client-to-site VPN, our server supports four tunneling protocols: IKEv2, SSTP, L2TP/IPsec, and
PPTP.

IKEv2 protocol is recommended in terms of speed and security.

You can use the user's personal account to distribute instructions on creating custom VPN
connections.

VPN Connection

For security reasons, it is not recommended to use the PPTP protocol (it is left for
compatibility with outdated operating systems and equipment, as well as for authorization in
a local network where there are no requirements for strict traffic encryption).
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https://docs.safedns.com/books/42-setup-users/page/ipsec-ikev2
https://docs.safedns.com/books/42-setup-users/page/sstp
https://docs.safedns.com/books/42-setup-users/page/l2tp-ipsec
https://docs.safedns.com/books/42-setup-users/page/authorization-by-pptp
https://docs.safedns.com/books/42-setup-users/page/users-personal-account

